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ABSTRACT: A digital watermark is a kind of 

marker covertly embedded in a noise tolerance 

signal such as audio, video or image data. It is 

typically used to identify ownership of the 

copyright of such signal .watermarking is the 

process of hiding information in a carrier signal, 

digital watermarking is the process of hiding 

authenticity of integrity of the carrier signal or to 

show the identity of its owner. Watermarking is 

the technique typically used to hide data in 

video. This technique consists of video 

processing frame extraction, histogram 

equalization, least significant bit substitution and 

frame concatenation .it provides higher security 

to the transmitting video. 

Key points: frame extraction, bit mapping, least 

significant bit, watermark, and hiding. 

1. INTRODUCTION 

Digital water marking is a process of embedding 

unobstructive marks or labels into digital 

content. These embedded marks are typically 

imperceptible that can later be detected or 

extracted. The most important properties of any 

digital water marking techniques are robustness, 

security, imperceptibility, complexity and 

verification. Complexity is described as the 

effort and time required for water mark 

embedding and retrival.in the last few years 

there was rapidly growing interest in ways to 

hide information in other information. in recent 

times due to great development in computer and 

internet technology, multimedia data 

i.e.,audio,image,video have found wide 

application. Digital water marking is one of the 

best solutions to prevent illegal copying, 

modifying and redistributing multimedia data. 

Digital watermarking is a technique to embed 

copyright or other information into the 

underlying data. 

2. LITERATURE SURVEY 

[1]F.AHMED proposed a paper based on 

watermarking is done in an image by using 

correlation based water marking method. The 

authentication is inseparably bound to the 

content whereby the author has a unique key 

associated with the content 

[2]P.VISWANATHAN, 

P.VENKATAKRISHNAN proposed a paper  in 

a joint fed water marking means a joint 

fingerprint/encryption/dual water marking for 

addressing the issues. This paper aims to give 

confidentiality, availability, integrity and origin. 

The spatial fusion algorithm which determines 

the region of embedding using threshold from 

the images to encrypt data. 

[3]CHANDREYEE proposed that hiding a data 

in another medium by using LSBalgorithm. 

Steganographic is the art of hiding information 

in media is gaining momentum as its scores over 

cryptography because it enables to embed the 

secret messages to cover images. 

3. SYSTEM ANALYSIS 
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The first watermarking example similar to the 

digital water marking in 1954. The MUZAK 

corporation field a pattern for watermarking 

musical work, an identification work was 

inserted in music by intermittently applying a 

narrow notch filter centered at 1KHZ. 

About 1995, interest in digital watermarking 

 

Fig3.1 Annual number of paper published on 

watermarking 

The information to be embedded in a signal is 

called digital water marking, although in some 

contexts the phrase digital watermarking means 

the difference between the watermarked signal 

and the cover signal by the host signal. 

 

DISCRETE COSINE TRANSFORM 

DCT is widely used transformation when it 

comes to image processing, through DCT,spaial 

domain data can be transformed in to  the 

frequency domain data can be transformed  

D(i,j)=1/√√2N C(i) 

C(j)∑∑f(x,y)×cos[2x+iπ÷2N] cos[(2y+1)iπ/2N] 

Where 

C(k)={1/√2    if    k=0,1    if k=1,2,……N-1 

 

Fig 3.2coefficient matrix of DCT 

Y(i.j)=1/√2N∑∑c(i)c(j)D(i,j)×cos[(2x+1)iπ/2N]

cos[(2y+1)iπ/2N] 

 

 

Fig 3.3a) original image b) watermarked image 

 

Fig 3.4a) water mark image with error 

b) blurred watermark image 
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4. SIMULATION AND RESULT 

EVALUATION 

VIDEO TO FRAME EXTRACTION 

The video to frame extraction can be done using 

so many software which are available in matlab. 

To get the frames from video software. Frame 

extraction in image processing application like 

contend based video retrieval, shot  

detection,segmentation,cc cameras,etc. 

The shot detection technique is implementation 

involves background information, which 

requires the storage memory of more. 

a) sum of the absolute pixel difference 

b) histogram comparison 

c) Statistical difference 

d) edge detection 

e) threshold comparison 

f) motion vector 

VIDEO FRAME ENCODING ALGORITHM 

[LSB] 

LSB algorithm [least significant bit] substitution 

is the process of adjusting the least significant 

bit pixels of the carrier image.LSBvaries 

according to number of bits in an image.LSB is 

effective in using BMP images since 

compression in BMP is changed.LSB 

substitution is also possible for GIF format, 

whereLSB is changed the whole color palette 

will be changed. For JPEG,the direct 

substitution of Steganographic techniques is not 

possible it will use lossy compression. 

Step1: Let n LSB be substituted in each pixel. 

Step2: Let d=decimal value of the pixel, 

d1=decimal value of last n bits of the pixel, 

d2=decimal value of n bits hidden in that pixel 

Step3: if (d1_d2) ≤ (2^n)/2 

Step4: if (d1d2) d=d+2^n 

Example for a 24 bit map 

Insert an A (10000011) binary value into 24 bit 

images using RGB image model. 

                       Red                 green             blue 

Pixel1       00100011       11101001      11001000 

Pixel2       00100111       11001000      11101001 

Pixel3       11001000       00100111      11101001 

The changed sequence with A bit sequence 

(10000011) 

Pixel1       00100111      11001000      11001000 

Pixel2        00100110      11001000      11101001 

Pixel3        11001001      00100111      11101001 

 

'Area' 'EulerNumber' 'Orientatio

n' 

'BoundingBo

x' 

'Extent' 'Perimeter' 

'Centroid' 'Extrema' 'PixelIdxLi

st' 

'ConvexArea' 'FilledArea' 'PixelList' 

'ConvexHull' 'FilledImage' 'Solidity' 

'ConvexImag

e' 

'Image' 'SubarrayI

dx' 
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'Eccentricity' 'MajorAxisLen

gth' 

 

'EquivDiamet

er' 

'MinorAxisLen

gth' 

 

 

5. CONCLUSION 

Digital watermarking has rapidly advanced over 

steganography, cryptography and also focuses 

on different types of digital watermarking 

techniques common application requirement for 

the watermark is that they resist attacks that 

would remove it. There also some techniques 

like blind watermarking which uses watermark 

nesting and encryption. The experimental result 

showed that the proposed method is robust 

against most of the non geometric 

attacks.moreover; the LSB algorithm offers a 

significant advantage in shorter processing time 
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